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To comply with regulations for our London office, we will implement a DLP policy to prevent the sharing of privacy data outside the organization.  
 
1) Log into you tenant
https://login.microsoftonline.com/ 
 
2) Click on the Security and Compliance Center 'App' from the welcome page. Note: if you are already in you can find the app from the App launcher menu in the top left corner (aka "the waffle").  
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3) Take a minute to see the investments in the Security and Compliance Center and then from the left navigation, expand Data loss prevention, then click Policy. 
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4) From the Data loss prevention page, click Create a policy.
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5) First filter by Show options for and choose United Kingdom.
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6) Filter the templates by clicking Privacy, then click U.K. Data Protection Act, then click Next. Office 365's templates are built around industry regulations that we support. Each template implements one or more sensitive information types. Organizations and partners can create custom ones.
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7) Accept the default policy name and click Next.
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8) Select the Let me choose specific locations and click Next
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9) Observe that we can apply a policy across Exchange, SharePoint, OneDrive and soon Skype for Business and Teams. We can also make exclusions and inclusions like company executives and click Next. 
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10) Confirm that the Detect when this content is shared is checked and set to with people outside my organization. Then click Next.
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11) In the "What do you want to do if we detect sensitive info?" section, keep the default options to show the policy tips. To prevent this information from being shared externally, check the Block people from sharing, and restrict access to shared content. To see examples of what policy tips look like in different Office clients, click Learn more about notifications and tips . Click Next to continue.
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12) It’s a good idea to test your policy first but for our purposes, just select Yes, turn it on right away and click Next to review your settings. 
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 13) Review your settings and click Create to create the policy.
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14) You should now see your new policy created. Notice that you can pin the DLP policy matches widget to the Security and Compliance home page.
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